Course 9

Advanced Threat Analytics

Objective

Microsoft Advanced Threat Analytics can be defined as a simple and fast security solution that helps to focus what is happening within your network by identifying suspicious activity and provides you clear and relevant threat information. In this course, we are going to understand the Advanced Threat Analytics, its Benefits and working, ATA Architecture, its Components, and many more.

We have divided this course in two classes.

In **class 1,** we will discuss **–**

* Understanding Sobering statistics: the enterprise at risk.
* Overview of Advanced Threat Analytics (or ATA), its benefits and working of ATA.
* Understanding architecture of the Advance Threat Analytics and its components.
* Discussing key features of ATA and what does ATA do?
* At last you will learn ATA searches for Three Main Types of Attacks.

In **class** **2,** You will learn –

* Learned about how to work with the ATA Console.
* Understanding how ATA console work with suspicious activities.
* At last you will learn Ransomware detection with Microsoft Advanced Threat Analytics and Cloud App Security.